VPL Network Security Policy

Date Effective: 06/2025

Date(s) Reviewed by Library Board: 06/2025

Policy Maintenance Performed By: Library Director

1. PHILOSOPHY:
	1. We provide a welcoming environment to grow and strengthen connections for everyone in our community. We are dedicated to exceptional customer service and engaging our community. We enrich lives through access to resources, programs and collections that encourage lifelong learning and the love of reading.
2. REGULATIONS:
	1. To ensure malware or other unauthorized software does not reside on library-owned computers, the following steps will be taken:
		1. Restoration software will be installed on every public-use computer
		2. The Library Director will consult with Information Technology and Security professionals to configure the firewall with appropriate anti-spam, anti-malware, and/or anti-virus programs
		3. Steps will be taken to ensure this configuration aligns with and is not in conflict with the VPL Internet Use Policy